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Conditions of Use: 

 

1. Students shall comply with legal requirements regarding the use, reproduction and distribution 

of copyrighted works. 

 

2. Students shall be expected to comply with privacy and security standards. 

 

3. Students shall be expected to demonstrate ethical behavior in using technology and other 

communication resources and to avoid any illegal activities, including tampering with hardware 

or software, vandalism, destruction of computer files, copying or downloading computer data, 

software or programs without authorization, creation of anonymous postings, accessing or 

intercepting of electronic communication not belonging to them, or transmission of any material 

in violation of any state or federal law or regulation. The latter includes, but is not limited to, 

copyrighted material, threatening, inflammatory, derogatory, libelous, or obscene material, child 

pornography, or material protected by Trade Secret. In addition, the transmission of any material 

that causes disruption to the learning environment or is harmful to minors is not allowed. 

 

4. Students are strictly prohibited from engaging in any form of harassment, discrimination, or 

“cyberbullying.” All students will be educated about appropriate online behavior, including 
interacting with other individuals on social networking websites and in chat rooms, and 
cyberbullying awareness and response. 
 

5. Students shall act in a considerate and responsible manner and conduct themselves in 

accordance with rules outlined in Board policy 363.2, Acceptable Use of Technology and 

Communication Resources by Students, and applicable school rules and handbooks. 

 

The Marshall Public School District retains ownership and control of all District technology and 

communication networks, equipment and resources. Users have no rights to personal privacy in 

connection with their usage of such District network resources. The District retains the right to 

monitor, access, intercept and review all messages or information created, received or sent over 

District technology and communication networks. 

 

It is the responsibility of the entire educational community to oversee the use of the District's 

technology and communication network resources. Violations of the policies, rules or procedures 

shall be reported to the building principal and shall result in disciplinary action consistent with 

established school and District policies. The degree of disciplinary action shall be determined by 



the nature and frequency of any misuse. Disciplinary action may include loss of the individual’s 

access to District technology and other communication resources and, for serious abuses, 

suspension or expulsion from school. 

 

Legal References:  

 

Cross References:  Board Policy 363.2 Acceptable Use of Technology and Communication 

Resources by Students 
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